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that the system contains any informa-
tion properly classified under Execu-
tive Order 12958 and that is required by
Executive Order to be kept secret in
the interest of national defense or for-
eign policy. This exemption is applica-
ble to parts of all systems of records
including those not otherwise specifi-
cally designated for exemptions herein
which contain isolated items of prop-
erly classified information.

[60 FR 7909, Feb. 10, 1995, as amended at 61
FR 2916, Jan. 30, 1996]
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§ 321.1 Purpose and applicability.
(a) This part establishes rules, poli-

cies and procedures for the disclosure
of personal records in the custody of
the Defense Investigative Service (DIS)
to the individual subjects, the handling
of requests for amendment or correc-
tion of such records, appeal and review
of DIS decisions on these matters, and
the application of general and specific
exemptions, under the provisions of the
Privacy Act of 1974. It also prescribes
other policies and procedures to effect
compliance with the Privacy Act of
1974 and DoD Directive 5400.11.

(b) The procedures set forth in this
part do not apply to DIS personnel
seeking access to records pertaining to
themselves which previously have been

available. DIS personnel will continue
to be granted ready access to their per-
sonnel, security, and other records by
making arrangements directly with the
maintaining office. DIS personnel
should contact the Office of Informa-
tion and Legal Affairs for access to in-
vestigatory records pertaining to
themselves or any assistance in obtain-
ing access to other records pertaining
to themselves, and may follow the pro-
cedures outlined in these rules in any
case.

[40 FR 55546, Nov. 28, 1975, as amended at 46
FR 35640, July 10, 1981. Redesignated at 56 FR
55631, Oct. 29, 1991]

§ 321.2 References.

(a) Pub. L. 93–579 (5 U.S.C. 552a) the
Privacy Act of 1974.

(b) DoD Directive 5400.11, Personal
Privacy and Rights of Individuals Re-
garding Their Personal Records, dated
4 August 1975.

(c) DIS Regulation 28–4, ‘‘Access to
and Maintenance of DIS Personal
Records’’.

(d) DoD Directive 5400.7, DoD Free-
dom of Information Program.

(e) Office of Management and Budget
Guidelines for Implementation of the
Privacy Act of 1974, dated 1 July 1975.

(f) DIS Manual for Personnel Secu-
rity Investigations.

[40 FR 55546, Nov. 28, 1975, as amended at 46
FR 35640, July 10, 1981. Redesignated at 56 FR
55631, Oct. 29, 1991, as amended at 57 FR 33124,
July 27, 1992]

§ 321.3 Definitions.

(a) All terms used in this part which
are defined in 5 U.S.C. 552a shall have
the same meaning herein.

(b) As used in this part, the term
agency means the Defense Investigative
Service.

[46 FR 35640, July 10, 1981. Redesignated at 56
FR 55631, Oct. 29, 1991]

§ 321.4 Information and procedures for
requesting notification.

(a) General. Any individual may re-
quest and receive notification of
whether he is the subject of a record in
any system of records maintained by
DIS using the information and proce-
dures described in this section.
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